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Linee guida in materia di privacy Spotter B.V. 

Principi di politica in materia di privacy 

La Direzione di Spotter B.V. adotta una politica finalizzata al rispetto dei requisiti dei clienti, degli 

standard interni e della normativa applicabile. Con la presente dichiarazione di politica, la Direzione 

di Spotter B.V. comunica che la politica aziendale si fonda sui seguenti principi: 

• La privacy costituisce per noi un importante rischio aziendale. La Direzione definisce la 

politica, valuta i rischi, stabilisce le misure e fa verificare periodicamente l’efficacia della 

politica e la conformità a tali misure, internamente (ed eventualmente anche da soggetti 

esterni). 

• Spotter si conforma, in materia di privacy, alla normativa applicabile, inclusi il Regolamento 

(UE) 2016/679 (GDPR) e il Codice Privacy italiano (D.lgs. 196/2003 e s.m.i.). 

• Spotter considera la criminalità informatica un problema sociale indesiderato e ritiene 

proprio dovere adottare misure adeguate per limitare quanto più possibile i danni derivanti 

da fenomeni di cybercrime. 

• Spotter si basa sul principio di reciprocità nel rapporto con dipendenti, fornitori e altri 

stakeholder, confidando che rispettino gli impegni relativi alla privacy e alla riservatezza delle 

informazioni. 

• Le politiche di HRM sono orientate anche al miglioramento della tutela della privacy e 

dell’integrità, riservatezza e continuità dei flussi informativi. 

• L’acquisto, l’installazione e la manutenzione dei sistemi informativi e di comunicazione, 

nonché l’introduzione di nuove tecnologie, devono essere effettuati, se necessario, con 

misure supplementari in modo da non pregiudicare gli standard interni. A tal fine vengono 

svolte analisi d’impatto (incluse, ove richiesto dall’art. 35 GDPR, le valutazioni d’impatto sulla 

protezione dei dati – DPIA). 

• Gli incarichi a terzi per l’esecuzione di attività sono regolati prevedendo misure tali da 

prevenire, per quanto possibile, violazioni della privacy, anche mediante accordi e istruzioni 

ai sensi dell’art. 28 GDPR, ove applicabile. 

• I responsabili del trattamento di dati personali sono certificati ISO/IEC 27001, ove la 

Direzione lo ritenga necessario. 

• Nel trattamento e nell’utilizzo dei dati vengono adottate misure tecniche e organizzative 

adeguate per garantire la privacy di clienti e personale. 

• La comunicazione di dati verso l’esterno avviene secondo il principio della “necessità di 

conoscere” (need to know). A livello interno, una limitazione eccessiva non è auspicabile, 

poiché la condivisione della conoscenza è essenziale per un servizio ai clienti efficiente sotto 

il profilo dei costi, fermo restando il rispetto delle regole di accesso e sicurezza. 

• Le informazioni riservate dei clienti sono archiviate esclusivamente in ambienti di produzione 

o ambienti di progetto protetti e adeguatamente monitorati. 



 

 

• I materiali e i dati forniti dai clienti che contengono informazioni riservate sono eliminati a 

breve termine dopo la loro lavorazione. 

 

La Direzione vigila sull’attuazione della presente politica e mantiene costantemente informati i 

dipendenti in merito a questa politica e agli impegni che ne derivano. La presente politica è 

ulteriormente dettagliata in procedure incluse nel sistema di gestione. 

Bergschenhoek, 10 maggio 2018 

Spotter B.V. 

Drs. H. Wagner MBA MFP 

Direttore 


