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Oto ttumaczenie

Strony umowy:
..................................................... , 2 siedzibg pod adresem ........cccceceeeeevevesesseieiierieenen, Prawnie
reprezentowany/-a przez pana/pania .....cccceeeereeveeeerereeane. , zwany/-a dalej: ,Administrator Danych”;

oraz

Spotter B.V., z siedziba przy Leeuwenhoekweg 20c, Bergschenhoek, prawnie reprezentowany przez
pana H. Wagnera, zwany dalej: ,,Podmiot Przetwarzajacy”;

Razem zwani jako ,,Strony”

Rozwazajac nastepujace kwestie:

e Administrator Danych, jako podmiot odpowiedzialny za dane osobowe zgodnie z Ogdlnym
Rozporzadzeniem o Ochronie Danych (dalej: RODO), jest zobowigzany do zawarcia umowy
powierzenia przetwarzania danych z Podmiotem Przetwarzajgcym.

e W ramach uzgodnionych pomiedzy Stronami dziatan, okreslonych w gtéwnej umowie, ktérej
niniejsza umowa jest pisemnym zatgcznikiem dotyczagcym powierzenia przetwarzania danych,
Podmiot Przetwarzajacy bedzie przetwarzac¢ dane osobowe w imieniu i na zlecenie
Administratora Danych, bez podlegania bezposredniemu zwierzchnictwu Administratora
Danych.

e Podmiot Przetwarzajacy bedzie przetwarza¢ dane osobowe zgodnie z instrukcjami i pod
nadzorem Administratora Danych.

e Zebrane dane lokalizacyjne sg przesytane przez sprzet do portalu online Podmiotu
Przetwarzajgcego. Administrator Danych ma dostep do tego portalu, aby mdéc wykorzystywac
dane do wtasnych celéw.

e Celem wspotpracy Stron jest $wiadczenie ustugi $ledzenia i monitorowania (track and trace)
poprzez rejestracje danych lokalizacyjnych na rzecz Administratora Danych.

e Administrator Danych i Podmiot Przetwarzajacy zapoznali sie z , Wytycznymi dotyczgcymi
zabezpieczenia danych osobowych” z lutego 2013 r. oraz artykutem 32 RODO, aby wybraé
odpowiedni poziom ochrony.

e Dodatkowe operacje przetwarzania danych mogg zostac¢ zlecone Podmiotowi
Przetwarzajgcemu przez Administratora Danych na piSmie, a nastepnie zostang zatgczone
jako aneks do niniejszej umowy powierzenia przetwarzania danych.

e Podmiot Przetwarzajacy bedzie realizowat jedynie te operacje przetwarzania, ktdre zostaty
mu zlecone na pismie przez Administratora Danych.

e W razie potrzeby Strony mogg zawrze¢ oddzielne umowy dotyczgce pozostatych warunkow
Swiadczenia ustug.

e Jezeli na zlecenie Administratora Danych bedg przetwarzane dodatkowe lub inne dane
osobowe niz okreslone w Zatgczniku 1 lub jesli przetwarzanie bedzie sie odbywac w inny




sposbéb, niniejsza umowa powierzenia przetwarzania danych bedzie miata zastosowanie
rowniez do tych operacji i danych osobowych.

Daj mi znag, jesli chcesz wprowadzic jakies konkretne zmiany!

Artykut 1: Zlecenie

1.

Administrator Danych zleca Podmiotowi Przetwarzajgcemu, ktéry to zlecenie przyjmuje,
przetwarzanie danych osobowych zgodnie z niniejszg umowa.

Administrator Danych pozostaje administratorem danych w kontekscie przetwarzania
danych. Podmiot Przetwarzajgcy nie posiada samodzielnej kontroli nad danymi
przetwarzanymi na rzecz Administratora Danych zgodnie z niniejszg umowa powierzenia
przetwarzania.

Podmiot Przetwarzajacy bedzie przetwarzac jedynie te dane osobowe, ktdre zostaty
okreslone w Zatgczniku | i ktdre sg Scisle niezbedne do realizacji powierzonych zadan. Jesli ma
to zastosowanie, zatacznik ten moze réwniez zawiera¢ dodatkowe srodki bezpieczenstwa,
ktérych Podmiot Przetwarzajacy musi przestrzega¢. (DODAC ZALACZNIK 1)

Po zakonczeniu powierzonych zadan Podmiot Przetwarzajgcy, na pierwsze pisemne zgdanie
Administratora Danych, zwrdci zebrane pliki (danych osobowych) i natychmiast zniszczy
wszystkie kopie danych osobowych, chyba ze Administrator Danych zgtosi zastrzezenia co do
$wiadczonej ustugi i/lub (osobowych) danych. Kopie danych osobowych, ktére stanowig
czes¢ rutynowych kopii zapasowych Podmiotu Przetwarzajgcego, muszg zostac usuniete
przez niego jak najszybcie;j.

Dane muszg pozostac dostepne przez okres 6 miesiecy od ich ostatniego uzycia, chyba ze
wystgpi sytuacja opisana w ust. 4 niniejszego artykutu.

Na zgdanie Administratora Danych, Podmiot Przetwarzajgcy potwierdzi, ze usuniecie danych
zgodnie z ust. 5 zostato przeprowadzone, chyba ze ma zastosowanie ust. 4 niniejszego
artykutu. Jesli Podmiot Przetwarzajacy, za zgodg Administratora Danych, korzysta z ustug
podwykonawcy, poinformuje go o zleceniu usuniecia danych i nakaze mu postepowac
zgodnie z niniejszymi postanowieniami.

Podmiot Przetwarzajgcy powstrzyma sie od podejmowania innych dziatan wymienionych w
artykule 1, chyba ze inaczej uzgodniono w Zataczniku I.




Artykut 2: Zgodnos¢ z przepisami prawa

1.

Podmiot Przetwarzajacy, przy kazdym przetwarzaniu danych osobowych okreslonym w
artykule 1, bedzie dziata¢ zgodnie z Ogélnym Rozporzadzeniem o Ochronie Danych (RODO)
oraz innymi obowigzujgcymi przepisami dotyczagcymi ochrony danych osobowych
Zaréwno Administrator Danych, jak i Podmiot Przetwarzajacy umozliwig sobie wzajemny
wglad do dokumentacji, o ktérej mowa w artykule 30 RODO, o ile ma to zastosowanie.

Artykut 3: Zabezpieczenie i odpowiedzialnosc¢

Administrator Danych zabezpiecza Podmiot Przetwarzajgcy, a Podmiot Przetwarzajacy zabezpiecza

Administratora Danych przed wszelkimi roszczeniami, z wyjgtkiem sytuacji wynikajgcych z umysinego

dziatania i/lub razgcego niedbalstwa jednej ze Stron, zwigzanymi z naruszeniem przepiséw prawa

dotyczacych ochrony danych lub niewykonaniem niniejszej umowy.

Artykut 4: Srodki bezpieczeristwa, zgodnos¢ i incydenty

1.

Podmiot Przetwarzajacy, podobnie jak Administrator Danych, zobowigzuje sie do podjecia,
utrzymania, oceny oraz — w razie potrzeby — aktualizacji odpowiednich srodkéw
technicznych i organizacyjnych, aby chroni¢ dane osobowe przed utratg, kradziezg oraz
wszelkimi formami niezgodnego z prawem przetwarzania. Srodki te muszg gwarantowac
odpowiedni poziom bezpieczenstwa, uwzgledniajac charakter, zakres, kontekst i cel
przetwarzania, stan wiedzy technicznej oraz koszty wdrozenia, zgodnie z artykutem 32 RODO.
Na zgdanie Administratora Danych, Podmiot Przetwarzajgcy udostepni wszystkie informacje
niezbedne do wykazania zgodnosci z ust. 1.

Jesli Podmiot Przetwarzajacy przetwarza dane Administratora Danych w innym panistwie
cztonkowskim UE, uczyni to zgodnie z obowigzujgcymi tam przepisami dotyczgcymi
bezpieczenstwa.

Podmiot Przetwarzajacy umozliwi Administratorowi Danych, na jego pisemne zgdanie,
dokonanie przegladu zastosowanych srodkéw w celu sprawdzenia zgodnosci z niniejszg
umowa.

Podmiot Przetwarzajacy bedzie wspdtpracowat i terminowo dostarczy wszelkie informacje
niezbedne do wykazania zgodnosci z artykutem 28 RODO.

Administrator Danych zasadniczo nie przeprowadza audytéw u podwykonawcéw, gdyz
Podmiot Przetwarzajacy ponosi za nich petng odpowiedzialnosé.

Osoby przeprowadzajgce audyt zobowigzujg sie do przestrzegania obowigzujgcych u
Podmiotu Przetwarzajgcego procedur bezpieczenstwa. Koszty audytu ponosi Administrator
Danych, chyba ze wykaze on naruszenie niniejszej umowy przez Podmiot Przetwarzajacy.
Audyt Administratora Danych ogranicza sie do operacji przetwarzania jego danych
osobowych. Przetwarzanie danych innych Administratoréw Danych jest wytgczone z zakresu
audytu. Informacje uzyskane podczas audytu, ktére nie dotyczg Administratora Danych,
muszg zosta¢ zachowane w tajemnicy.

W przypadku naruszenia bezpieczenstwa danych, ktére skutkuje przypadkowym lub
niezgodnym z prawem zniszczeniem, utratg, zmiang, nieuprawnionym ujawnieniem lub
dostepem do danych osobowych, Podmiot Przetwarzajgcy niezwtocznie, jednak nie pdzniej




10.

11.

12.

13.

niz w ciggu 24 godzin od wykrycia, powiadomi o tym Administratora Danych i podejmie
wszelkie mozliwe srodki, aby powstrzymaé, zapobiec lub naprawi¢ incydent.

Podmiot Przetwarzajacy wypetni Zatacznik Il dotyczacy zgtaszania naruszen danych i przesle
go Administratorowi Danych.

Jedli istniejg watpliwosci, czy naruszenie stanowi ryzyko dla praw i wolnosci oséb, Podmiot
Przetwarzajacy i tak zgtosi incydent Administratorowi Danych, aby umozliwi¢ mu podjecie
decyzji o dalszych krokach.

Podmiot Przetwarzajacy dokumentuje wszystkie naruszenia ochrony danych, nawet te, ktére
nie muszg by¢ zgtaszane Administratorowi Danych. Dokumentacja obejmuje fakty,
konsekwencje i dziatania naprawcze, a raz na kwartat jest przekazywana Administratorowi
Danych.

Jedli konieczne bedzie zgtoszenie naruszenia organowi nadzorczemu lub poinformowanie
0s6b, ktdrych dane dotyczg, zadanie to spoczywa wytacznie na Administratorze Danych, przy
petnym wsparciu Podmiotu Przetwarzajacego.




Artykut 5: Zaangazowanie podprzetwarzajgcych w ramach Unii Europejskiej

1.

Podmiot Przetwarzajacy ma prawo korzystac z ustug podprzetwarzajacych w ramach
niniejszej umowy, chyba ze Administrator Danych wczes$niej wyrazit wyrazny, pisemny
sprzeciw wobec takiej wspotpracy.

Administrator Danych moze okresli¢ dodatkowe warunki dotyczace zaangazowania
podprzetwarzajacych przy realizacji niniejszej umowy powierzenia przetwarzania.
Podprzetwarzajgcy muszg zapewni¢ odpowiednie gwarancje dotyczace wdrozenia
wtasciwych srodkéw technicznych i organizacyjnych, aby przetwarzanie danych byto zgodne z
niniejsza umowag oraz z RODO.

Jesli Podmiot Przetwarzajgcy angazuje podprzetwarzajgcych, ponosi petng odpowiedzialnos¢
za wypetnianie przez nich zobowigzan wynikajgcych z niniejszej umowy, z wyjatkiem
przypadkéw, gdy Administrator Danych wyraznie zobowigzat Podmiot Przetwarzajgcy do
wspotpracy z okreslonym podprzetwarzajgcym w zakresie prac przewidzianych w niniejszej
umowie. Podmiot Przetwarzajgcy zobowigzuje sie natozy¢ na podprzetwarzajgcych te same
obowigzki wynikajgce z niniejszej umowy w drodze pisemnej umowy, tak aby
podprzetwarzajacy byli zwigzani jej postanowieniami.

Podmiot Przetwarzajgcy prowadzi rejestr podprzetwarzajgcych, zawierajacy liste ich nazw
oraz opis powierzonych im zadan.

Artykut 6: Zaangazowanie podprzetwarzajgcych spoza Unii Europejskiej

1.

Jesli Podmiot Przetwarzajgcy zamierza przetwarzac dane osobowe poza Unig Europejska,
moze to robic jedynie w krajach uznanych przez Komisje Europejskg lub odpowiedniego
ministra za posiadajgce odpowiedni poziom ochrony danych albo gdy zapewni dodatkowe
srodki gwarantujgce odpowiedni poziom ochrony.

Przetwarzanie danych osobowych poza Unig Europejskg moze nastgpic¢ wyfacznie za
uprzednig, pisemng zgodg Administratora Danych. W takim przypadku Administrator Danych
moze okredli¢ dodatkowe warunki dla takiego przetwarzania.

Administrator Danych udziela zgody na przetwarzanie danych osobowych przez Podmiot
Przetwarzajacy poza Unig Europejska.

Podprzetwarzajgcy muszg zapewni¢ odpowiednie gwarancje dotyczgce wdrozenia
wtasciwych srodkéw technicznych i organizacyjnych, aby przetwarzanie danych byto zgodne z
niniejsza umowa oraz z RODO.

Jesli Podmiot Przetwarzajgcy angazuje podprzetwarzajgcych spoza Unii Europejskiej, ponosi
petng odpowiedzialnos¢ za wypetnianie przez nich zobowigzan wynikajgcych z niniejszej
umowy, z wyjatkiem przypadkdéw, gdy Administrator Danych wyraznie zobowigzat Podmiot
Przetwarzajacy do wspodtpracy z okreslonym podprzetwarzajgcym w zakresie prac
przewidzianych w niniejszej umowie. Podmiot Przetwarzajgcy zobowigzuje sie natozy¢ na
podprzetwarzajgcych te same obowigzki wynikajace z niniejszej umowy w drodze pisemne;j
umowy, tak aby podprzetwarzajgcy byli zwigzani jej postanowieniami.

Podmiot Przetwarzajacy prowadzi rejestr podprzetwarzajgcych, zawierajacy liste ich nazw
oraz opis powierzonych im zadan.




Artykut 7: Obowigzek zachowania poufnosci

1.

Podmiot Przetwarzajacy, jego personel oraz wszelkie zaangazowane przez niego osoby
trzecie sg zobowigzane do zachowania poufnosci danych osobowych, do ktérych maja lub
moga miec dostep, zgodnie z artykutem 34 ust. 4 RODO.

Podmiot Przetwarzajacy udziela dostepu do danych osobowych wytgcznie tym pracownikom
i osobom trzecim, dla ktdrych jest to niezbedne do wykonania powierzonych im przez
Administratora Danych zadan.

Podmiot Przetwarzajacy zobowigzuje swoich pracownikéw oraz osoby wspdtpracujgce do
zachowania poufnosci wszelkich danych osobowych, do ktérych majg dostep.

Obowigzek zachowania poufnosci moze zostac uchylony jedynie w przypadkach okreslonych
w przepisach prawa lub na polecenie osoby wyznaczonej przez Administratora Danych.

Jesli organ nadzorczy Administratora Danych zazgda dostepu do przetwarzanych danych,
Podmiot Przetwarzajacy jest zobowigzany do petnej wspétpracy, aby Administrator Danych
mogt wypetnié swoje zobowigzania wobec organu nadzorczego.

Obowigzek zachowania poufnosci obowigzuje zaréwno w trakcie trwania umowy, jak i po jej
zakonczeniu.

Podmiot Przetwarzajgcy zobowigzuje sie powiadomi¢ Administratora Danych o kazdym
zadaniu dostepu, ujawnienia lub przekazania danych osobowych, chyba ze przepisy prawa
zakazujg takiego powiadomienia z waznych powoddw interesu publicznego.

Artykut 8: Prawa osoéb, ktorych dane dotyczg

1. Jesli osoba, ktérej dane dotyczg, skorzysta ze swoich praw wynikajacych z artykutow 32-36

RODO i skieruje zagdanie do Podmiotu Przetwarzajgcego, Podmiot Przetwarzajacy
niezwtocznie przekazuje to zgdanie Administratorowi Danych.

Podmiot Przetwarzajacy zapewnia petne i terminowe wsparcie Administratorowi Danych w
realizacji jego obowigzkdéw zwigzanych z obstugg zgdan dotyczacych praw oséb, ktérych dane
dotycza.




Artykut 9: Warunki ogdlne i postanowienia koricowe

1.

Do niniejszej umowy nie majg zastosowania zadne ogdlne warunki. Obowigzujgce jest prawo
niderlandzkie. Wtasciwym sgdem jest sad wtasciwy zgodnie z postanowieniami umowy
gtéwnej.

W przypadku, gdy inne postanowienia zawarte w umowie pomiedzy Administratorem
Danych a Podmiotem Przetwarzajacym rdéznig sie od postanowien niniejszej umowy,
pierwszenstwo majg postanowienia zawarte w niniejszej umowie.

Zmiany do niniejszej umowy sg wazne wytgcznie wtedy, gdy zostaty uzgodnione miedzy
stronami w formie pisemnej.

Niniejsza umowa wchodzi w zycie w momencie wejscia w zycie umowy gtéwnej i obowigzuje
przez okres rdwny czasowi trwania umowy gtéwnej. Niniejsza umowa nie moze zostac
rozwigzana przed uptywem tego terminu.

Podmiot Przetwarzajgcy: Spotter b.v.  Administrator Danych: ........ccccoceeeveneecciee e,

Imie i nazwisko: H. Wagner M€ i NAZWISKO: oottt
Stanowisko: Dyrektor STANOWISKO: ..oeevvetvetieeeeee ettt e
f’/
-/




Zatacznik 1

Dziatania

Nastepujace dziatania bedg wykonywane przez Podmiot Przetwarzajacy:

1. Prowadzenie rejestru danych lokalizacyjnych na potrzeby funkcji track and trace.

Podmiot Przetwarzajacy powstrzyma sie od wykonywania innych czynnosci niz te wymienione
powyzej, nawet jesli zostaty one przeksztatcone w forme, ktdra uniemozliwia identyfikacje oséb
fizycznych. Podmiot Przetwarzajgcy nie jest réwniez uprawniony do tgczenia danych osobowych z
innymi zbiorami danych, ktérymi dysponuje, ani do przetwarzania danych osobowych na wtasne
potrzeby lub inne cele.

Dane osobowe

Podmiot Przetwarzajacy otrzymuje w tym celu nastepujgce dane osobowe lub kategorie danych
osobowych:

1. Imieinazwisko
2. Adres

3. Historia lokalizacji

Okres przechowywania

W drodze odstepstwa od postanowien art. 1.4 do 1.6 uzgodniono nastepujacy okres
przechowywania:

o brak odstepstw
® nastepujgce odstepstwo: okres przechowywania historii lokalizacji wynosi 24 godziny. Spotter b.v.
nie moze nigdy skréci¢ ani wydtuzyc¢ tego okresu przechowywania.

Zabezpieczenia

Podmiot Przetwarzajacy na zgdanie Administratora Danych wdrozy nastepujgce dodatkowe srodki
bezpieczenstwa: nie dotyczy.




Zatacznik 2 ZGLOSZENIE NARUSZENIA DANYCH OSOBOWYCH PRZEZ PODMIOT
PRZETWARZAJACY

Zgtoszenie jest dokonywane przez zarzad Podmiotu Przetwarzajgcego do Administratora Danych.
Kwestionariusz zgtoszeniowy

1) Osoba kontaktowa po stronie Podmiotu Przetwarzajgcego:

Prosze wypetnic¢ ponizsze dane:

Imie i nazwisko:

Stanowisko:

Telefon komdrkowy:

Adres e-mail:

2) Czy jest to kontynuacja wczes$niejszego zgtoszenia?

Prosze wybrac¢ jedng z ponizszych opcji: Wybierz jedng

a) Tak

b) Nie

3) Kiedy dokonano pierwotnego zgtoszenia?

(Prosze odpowiedzie¢ na to pytanie, jesli w Wypetnienie
pytaniu 2 wybrano "tak").

Data:

4) Jaki jest cel zgtoszenia uzupetniajacego?

(Prosze odpowiedzie¢ na to pytanie, jesli w Wybierz jedna
pytaniu 2 wybrano "tak" i zaznaczy¢ odpowiednig

opcje):

a) Dodanie lub zmiana informacji
dotyczacych wczesniejszego zgtoszenia

b) Wycofanie wczesniejszego zgtoszenia




5) Jaki jest powdd wycofania zgtoszenia?

(Prosze odpowiedzieé na to pytanie, jesli w
pytaniu 4 wybrano opcje b).)

Wypetnienie

Powdd wycofania:

6) Prosze podac¢ podsumowanie incydentu, w wyniku ktérego doszto do naruszenia

bezpieczenstwa danych osobowych.

7) llu oséb dotyczy naruszenie danych osobowych?

Prosze podac liczbe oséb:

a) Minimalnie: (wpisac)

b) Maksymalnie: (wpisad)

8) Prosze opisac grupe osob, ktérych dane osobowe zostaty objete naruszeniem.
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9) Kiedy miato miejsce naruszenie?

Prosze wybrac jedng z ponizszych opcji i
uzupetnic:

Wypetnienie

a) W dniu (data)

b) W okresie od (data poczgtkowa) do (data
koncowa)

c) Jeszcze nieznana data

10) Kiedy naruszenie zostato wykryte?

W dniu (data):

11) Jaki byt charakter naruszenia?

Powdd

Prosze zaznaczy¢ odpowiednie opcje (mozna
wybrac¢ kilka):

a) Odczyt (poufnosc) Tak/Nie
b) Kopiowanie Tak/Nie
c) Zmiana (integralnosé) Tak/Nie
d) Usuniecie lub zniszczenie (dostepnosé) Tak/Nie
e) Kradziez Tak/Nie
f) Jeszcze nieznane Tak/Nie

12) Jakiego rodzaju dane osobowe zostaty objete naruszeniem?

Prosze zaznaczy¢ odpowiednie opcje (mozna wybrac kilka):

Rodzaj danych osobowych

Mozna wybra¢ kilka opcji.

a) Imie, nazwisko, adres zamieszkania Tak/Nie
b) Numery telefonéw Tak/Nie
c) Adresy e-mail lub inne adresy do Tak/Nie

komunikacji elektronicznej
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d) Dane dostepu lub identyfikacyjne (np. Tak/Nie
nazwa uzytkownika/hasto lub numer
klienta)

e) Dane finansowe (np. numer konta, numer | Tak/Nie
karty kredytowej)

f)  Numer identyfikacyjny obywatela (BSN) Tak/Nie
lub numer podatkowy

g) Kopie paszportéw lub innych Tak/Nie
dokumentdéw tozsamosci

h) Pteé, data urodzenia i/lub wiek Tak/Nie

Szczegdlne kategorie danych osobowych
(np. rasa, pochodzenie etniczne, dane
karne, poglady polityczne, przynaleznos¢
do zwigzkéw zawodowych, religia, zycie
seksualne, dane medyczne)

Tak/Nie. Jesli tak, prosze podac jakie:

j)

Inne dane, mianowicie (prosze podac):

13) Jakie moga by¢ konsekwencje naruszenia dla prywatnosci oséb, ktérych dane dotycza?

Konsekwencje Prosze zaznaczy¢ odpowiednie opcje (mozna
wybrac kilka):
a) Stygmatyzacja lub wykluczeni Tak/Nie
b) Szkoda na zdrowiu Tak/Nie
c) Narazenie na (kradziez) tozsamosci Tak/Nie
d) Narazenie na spam lub phishing Tak/Nie
e) Inne, mianowicie (prosze podad): Tak/Nie

14) Jakie techniczne i organizacyjne srodki zostaly podjete przez Panstwa organizacje w celu

zaradzenia naruszeniu i zapobiezenia kolejnym naruszeniom?
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15) Kiedy naruszenie danych zostato zgtoszone Administratorowi Danych?

Invullen
Data i godzina:
Osoba kontaktowa po stronie Administratora
Danych:
Sposdb zgtoszenia (prosze wybrac): Wypetnienie

a) Telefonicznie

b) E-mailem

c¢) Formularzem

d) Inne, mianowicie:

16) Czy dane osobowe zostaty zaszyfrowane, zhashowane lub w inny sposéb uczynione

niezrozumiatymi lub niedostepnymi dla oséb nieuprawnionych?

Prosze wybrac¢ jedng z opcji i uzupetnié, jesli
to konieczne:

a) Tak

b) Nie

c) Czesciowo, mianowicie (prosze podad):

17) Jesli dane osobowe zostaty catkowicie lub cze$ciowo uczynione niezrozumiatymi lub

niedostepnymi, w jaki sposéb to zostato osiggniete?

(Prosze odpowiedziec na to pytanie, jesli przy pytaniu 16 wybrano opcje a lub c. Jesli uzyto

szyfrowania, prosze wyjasni¢ metode szyfrowania).
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18) Czy wedtug Panstwa to zgtoszenie jest kompletne?

Prosze wybrac jedng z opcji:

Wypetnienie

a) Tak, przekazano wszystkie wymagane
informacje i nie jest konieczne kolejne
zgtoszenie.

b) Nie, w pdzniejszym terminie zostanie
dokonane uzupetniajace zgtoszenie
dotyczace tego naruszenia.
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Zakonczenie

Nazwisko i imie osoby podpisujacej po stronie
Podmiotu Przetwarzajacego:

Miejsce:

Data:

Podpis:

Osoba kontaktowa po stronie Podmiotu Przetwarzajacego:

Imie i nazwisko:

Stanowisko:

Pracownik ds. finanséw / RODO

Telefon komdrkowy:

E-mail:

finance@spottergps.com

FORMULARZ NALEZY NIEZWLOCZNIE PRZEKAZAC DO:

Osoba kontaktowa po stronie Administratora Danych:

Imie i nazwisko:

Stanowisko:

Telefon komdrkowy:

E-mail:

Formularz zostat odebrany przez Administratora Danych w dniu:

Data i godzina:
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