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Zasady polityki dotyczące prywatności 

Zarząd Spotter BV realizuje politykę mającą na celu spełnienie wymagań klientów, norm oraz 

odpowiednich przepisów prawnych. Dzięki tej deklaracji polityki zarząd Spotter BV pragnie 

poinformować, że polityka firmy opiera się na następujących zasadach:  

- Prywatność stanowi ważne ryzyko biznesowe dla naszej firmy. Zarząd ustala politykę, ocenia 

ryzyko, określa środki zaradcze oraz okresowo ocenia działanie polityki i zgodność z tymi 

środkami zarówno wewnętrznie, jak i zewnętrznie. 

- Spotter dostosowuje się do obowiązujących przepisów prawa dotyczących prywatności. 

- Spotter traktuje cyberprzestępczość jako niepożądany problem społeczny i uważa za swoją 

odpowiedzialność podjęcie odpowiednich działań mających na celu jak największe ograniczenie 

szkód spowodowanych przez cyberprzestępczość.  

- Spotter ufa pracownikom, dostawcom i innym interesariuszom na zasadzie wzajemności, 

zakładając, że będą oni przestrzegać uzgodnionych zasad dotyczących prywatności i poufności 

informacji. 

- Polityka HRM ma na celu również poprawę prywatności oraz integralności, poufności i ciągłości 

systemów informacyjnych.  

- Zakup, instalacja i utrzymanie systemów informacyjnych i komunikacyjnych, jak również 

wdrażanie nowych technologii, powinny być realizowane z dodatkowymi środkami 

zabezpieczającymi, aby nie naruszyć wewnętrznych norm. W tym celu przeprowadzane są analizy 

wpływu. 

- Zlecenia dla podmiotów zewnętrznych są otoczone takimi środkami, aby zminimalizować ryzyko 

naruszenia prywatności.  

- Osoby przetwarzające dane osobowe są certyfikowane zgodnie z ISO 27001, jeśli zarząd uzna to 

za konieczne. 

- Przy przetwarzaniu i wykorzystywaniu danych podejmowane są środki mające na celu 

zapewnienie prywatności klientów i pracowników. 

- Przekazywanie danych na zewnątrz odbywa się na zasadzie „need to know”. Wewnątrz firmy nie 

jest to pożądane, ponieważ dzielenie się wiedzą jest niezbędne do efektywnego świadczenia 

usług dla klientów.  

- Poufne informacje klientów przechowywane są wyłącznie w zabezpieczonych środowiskach 

produkcyjnych lub projektowych, które są odpowiednio monitorowane.  

- Wszelkie dane wejściowe klientów zawierające poufne informacje są usuwane w krótkim czasie 

po ich przetworzeniu. 



 

 

Zarząd nadzoruje realizację polityki i nieustannie informuje pracowników o tej polityce oraz 

wynikających z niej zobowiązaniach. Polityka ta została szczegółowo opracowana w procedurach 

zawartych w systemie zarządzania. 

Bergschenhoek 10 Maj 2018 

Spotter BV  

Drs. H. Wagner MBA  MFP 

Dyrektor 
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